ENERGY THEFT AND
FRAUD REDUCTION
—MANAGEMENT
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."L Frauds such as issues in
Eai I ts to ghost
payroll, payments to ghos
® employees, replacing
: customer’s bank account with
I the employee’s own bank
.n account, manipulating the
ﬁ amount of the employee’s own
INnvolce, or his relatives are
quite common in this sector.
The introduction of computers
and complex devices to L

modernize the electric grids has

opened breaches of security
leading to cyber-attacks that I
use computers vulnerabillities to

penetrate networks.
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